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Agenda Item:	6.10.4
Work Item / Release:	NextGen / Rel14
Abstract of the contribution: adds a solution 6.4.x”Tunnelling to carry User plane flows within the NG Core and on NG3”
1	Discussion
Void.
2	Proposal
It is proposed to modify TR 23.799 as follows…  (all text is NEW)
[bookmark: _Toc453184223]6.4.x	Tunnelling to carry User plane flows within the NG Core and on NG3
This solution applies to following WT of key issue 4 on session management: SM_WT_#1 SM Model / UP protocol model 
[bookmark: _Toc453184224]6.4.x.1	Architecture description
Some form of Tunnelling is used to carry User plane flows within the NG Core and on NG3 :
· In order to be able to use the same transport network to carry PDU sessions of different types (IP, Ethernet, Unstructured, etc…)
· To support the simple introduction of new PDU session types 
NOTE 1:	The reason why non-IP could be introduced in Rel-13 rather easily was that the user plane is encapsulation-based. Without encapsulation, the underlying transport plane (e.g. forwarding element) needs to be upgraded whenever a new payload / PDU session type is to be introduced.
· To enable the system to identify which subscriber a given PDU belongs to without having to rely on information in the PDU itself. Subscriber awareness is the basis for applying subscriber specific actions (policy, charging, forwarding, etc.). 
NOTE 2: 	Without tunnels, there would need to be a unique piece of information in each PDU to enable the user-plane nodes to identify the related subscriber. This assumption does not hold in the general case (e.g. it does not generally apply for non-IP data or even IP in case of overlapping IP ranges). 
· In order to support overlapping address ranges across UEs (non-roaming and roaming) for PDU sessions of type IP for both IPv4 and IPv6 (even for v6 “private address ranges” have been defined)
· To avoid the need to update the forwarding tables of all intermediate switches and routers in the transport network when an UE moves from AN to AN (e.g. due to Hand-Over between 3GPP RAN) or when an UE mobility state toggles between CN_Idle state (if supported) and CN_Connected state.
· 
NOTE 2:	The use of SDN will increase the signalling load in the network to update the state in all intermediate nodes and increase the requirements on the storage of state in the forwarding plane.
The actual tunnelling protocol (e.g. GTP-U, GRE, other) is to be defined by stage 3 based on the requirements that: 
· [bookmark: _GoBack]the tunnelling is able to carry per-packet information (e.g. QoS markings, end-markers to support data forwarding upon a UE mobility event, information that enables the system to determine the subscriber a given PDU belong to, etc.)
NOTE 3:	 There is no need to negotiate a specific tunnel per QoS level within the user plane flow of a PDU session.
· the same tunnelling protocol applies within the NG Core regardless of the access type (3GPP, WLAN, ….). 
Editor's note: whether the same tunnelling protocol applies on NG3 for all N3GPP access types needs to be confirmed.

[bookmark: _Toc453184215]6.4.x.2	Function description
Editor's note:	This clause will contain function descriptions and the interactions among the network functions.

[bookmark: _Toc453184222]6.4.x.3	Solution evaluation
Editor's note:	This clause will contain evaluation on the system impacts, e.g. UE, access network and non-access network.

* * * * Next Change * * * *

[bookmark: _Toc453184351]8.X	Interim Agreements on Key Issue #4 Session Management
Interim agreements for Key issue #4 Session Management are as follows:
1)	The User Plane format in NextGen (within the Core and on NG3) shall support tunnelling as described in solution 6.4.x.
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